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Кількість веб-додатків, як і їх складність з кожним роком зростає. У 

зв’язку з цим збільшується вага веб-додатків, які завантажує користувач на свій 

пристрій. Для створення складних веб-додатків розробники найчастіше 

використовую веб-фреймворки (React, Vue, Angular і т. д.), що дозволяють 

швидко та зручно керувати даними на веб-сторінці без перезавантаження. 

Всі обчислення відбуваються на пристроях користувача, отже швидкість 

завантаження залежить від потужності пристрою та швидкості інтернету.  

Метою даної роботи є визначення та оцінка переваг використання 

принципу SSR (Server Side Rendering) для підвищення швидкості завантаження 

та роботи веб-додатків. 

Візуалізація на стороні сервера – це здатність програми відображати веб-

сторінку на сервері, а не відображати її у браузері. Першим кроком серверна 

сторона надсилає клієнтові повністю відтворену сторінку, а потім клієнтський 

пакет JavaScript бере на себе управління і дозволяє працювати структурі SPA. 

Існує також візуалізація на стороні клієнта, яка уповільнює процедуру 

перегляду та взаємодії з веб-сторінкою. 

При завантаженні веб-сайту, браузер робить запит на сервер за 

допомогою SSR. Запит містить вміст веб-сайту, зазвичай час завантаження 

триває кілька мілісекунд, але час залежить від ряду факторів, таких як 

швидкість Інтернету та веб-браузеру. 

www.foldermill.com


Результатом обробки запиту є повністю відтворений HTML у своєму 

браузері, однак при завантаженні іншого веб-сайту, браузер повинен зробити 

новий запит. 

До основних переваг застосування SSR для покращення роботи 

односторінкових програм відносяться: 

1. Краща продуктивність на різних пристроях. З точки зору програмного, 

апаратного забезпечення та швидкості Інтернету не всі пристрої створені 

однаковими. Візуалізація сторінки на стороні клієнта занадто сильно 

покладається на апаратні можливості пристрою під час рендерингу, що може 

призвести до уповільнення роботи додатку, що руйнує досвід користувачів, 

збільшуючи показники відмов. Із застосуванням SSR пристрій користувача не 

має значення, оскільки сервер відповідає за завантаження сторінки. 

2. Покращений SEO (Search Engine Optimization). SEO є поширеною 

проблемою з якою стикаються SPA (Single-Page Application). Для того, щоб 

уникнути даної проблеми можна використовувати інструмент візуалізації або 

попередньої візуалізації на стороні сервера. Також можна використовувати 

маршрутизатор, наприклад Vue CL1, для автоматичного генерування URL-

адреси слагу, яка збігається з URL-адресою ідентифікатора. 

3. Збільшення залучення користувачів. При введені SSR динамічні 

інтерфейси та динамічний контент стають стандартом роботи веб-застосунків, 

покращуючи взаємодію з користувачами та збільшуючи залучення. Окрім того, 

на відміну від CSR, із SSR клієнти завжди бачитимуть мінімальну інформацію 

на своїх екранах, навіть у випадках, у випадку, коли швидкість та підключення 

до Інтернету є проблемою. 

      Отже, застосування SPA у програмі, що містить багато взаємодії на 

стороні клієнта, управління станом та значний обсяг даних, які необхідно 

зберегти є найкращим підходом, оскільки SPA забезпечує високу швидкість 

завантаження сторінки. 
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